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INTERNAL 

            
 

As Bayer Türk, 
 

We offer products and services as an innovative company focusing on leadership in every market 

where we conduct business and carrying out innovative activities with the vision “SCIENCE FOR A 

BETTER LIFE” in order to be beneficial for humanity and increase the quality of life. In this direction, 

Bayer Türk’s corporate culture is a significant factor for success and this culture is underpinned by our 

values depicted with the term "LIFE": 

• Leadership, 

• Integrity, 

• Flexibility, 

• Efficiency 

In order to guarantee our corporate values, daily operations, information that we have to safeguard as 

per the laws and regulations and the continuity of the strategic competitive edge of our corporation, 

our primary objectives include protecting the confidentiality of the knowledge assets of our 

corporation, ensuring that the contents are accurate and complete and when required, maintaining 

these as accessible by all of the relevant authorities. 

To that end, an Information Security Management System that is administered efficiently in 

accordance with ISO 27001 standard has been established within our corporation. 

As Bayer Türk, as per our Information Security Management System; 

• We identify the information assets that fall under the pre-defined scope, analyze the security 

risks encountered by these assets and we establish an efficient information security risk management 

approach in order to lower the identified risks to an acceptable level or abolish them completely. 

• We consider information security as a corporate responsibility. For this reason, we reserve the 

resources required for the management of information security risks and the efficient operation of 

security controls, we identify the roles, determine the resources, and appoint those in charge. 

• In order to raise awareness to the roles and liabilities undertaken by employees with regard to 

the information security of third parties and stakeholders, we organize regular training activities. 

• We develop and maintain the appropriate business sustainability plans and systems that 

would ensure the continuity of critical processes. 

• We establish the necessary systems for the management of Information Security breaches and 

we adopt the suitable measures to prevent their recurrence. 

• We determine security control targets, monitor the system on a regular basis and we improve 

it constantly through regular reviews. 

• We consider compliance with all of the requirements and work ethic rules arising from all of 

the laws and agreements relevant to the information security of our corporation, customers, 

employees, and all of our business partners as the primary obligation of all of our executives and 

employees. 

Compliance of all Bayer Türk employees and suppliers with Information Security Management System 

policies, procedures and controls has been acknowledged as an unquestionable obligation. 


